COMPUTER USE RULES AND REGULATIONS
Pierce Public Schools provides computers for student and faculty use.  The use of the computers, network and access to the Internet is a privilege and should be respected and used wisely.  The guidelines below provide appropriate and ethical use policies.  

1.  Keep your login and password private; use by anyone other than yourself creates a security risk for both your own files and the network.  If you forget your password or cannot get into your network account, seek help from the Technology Coordinator.

2.  Always log out of the network when you leave your station or your laptop so that your files, your password, and your network access is protected from abuse by others.

3.  Eating or drinking near computers is strictly forbidden.  Laptop computers cannot be brought to the commons during lunch time.

4.  Academic use always takes priority over personal use of computers.  

5.  Do not send a file to the printer a second time if a document does not print.  Ask for assistance if you have trouble printing.

6.  Messages, statements, declarations or data bases used on PHS computers must meet the standards with regard to laws governing privacy, copyright, sexual harassment, plagiarism or forgery.

7.  Student access to networked information resources will be regulated according to Board policy (#606.06)

8. Hacking (intentional misuse or abuse of computer facilities) is a felony and subject to cancellation of computer privileges and appropriate disciplinary action.

9. Games (unless specifically assigned) and other entertainment programs are not allowed.

10. A written parental permission and agreement form is required in order for a student to be issued a laptop computer.  The forms are kept on file.  

11. Internet access to visual depictions that are obscene, violent or pornographic or are of a harmful nature to minors are filtered or blocked.  Students who intentionally access or attempt to access these sights are subject to disciplinary measures.

12. Desktop computers in our computer labs are shared by all students and faculty.  Do not change the settings without permission.

13. Participation in social chat rooms is prohibited.

14. All students are issued a student e-mail account.  Inappropriate content being sent or received subjects the account user to disciplinary actions.

15. All students are issued a Power School account.  Students are encouraged to use their Power School login to check their grades, conduct, and attendance information.  

16. Students may print assignments or class work if required by a teacher.  Personal printing is available with permission for a small per page fee.

17. Individuals will reimburse the school for repair or replacement of property lost, stolen, damaged or vandalized while under their care.  Laptop Computer Insurance through the school district is available for purchase.

18. Responsible and appropriate behavior is expected of all users.  Violation of any guidelines will result in the cancellation or restriction of privileges and appropriate disciplinary action will be taken including possible loss of computing privileges, detention time, suspension and/or expulsion.

19. Students must have their laptops with them, locked in their school lockers, or in a designated area.  Laptops must not be left unattended.  Faculty will pick up and give unattended laptops to the Principal’s office.

20. All laptops must be carried in the provided bag at all times when not in use to avoid accidental damage.  Laptop bags should not be thrown or tossed around.

21. Students are not to deface their laptops or carrying bags in any way, e.g., with stickers, tape, white-out, marking pens, etc.  If there are any questions, check with an administrator.

22. The School’s internet is to be used for research and as a means of obtaining academically relevant information.  Material obtained through research on the internet and then used in academic work is to be properly documented.  Students may not access web sites, newsgroups, or “chat” areas that contain material which is obscene or promotes illegal activity.  If a student does accidentally access this type of information, he or she should immediately notify a PHS staff member.  

23. Use of the computer (including “e-mailing”) for anything other than a teacher directed or approved activity is prohibited during the school day.

24. Unless specifically assigned by a teacher, computer games are prohibited in classes, hallways, etc. during the regular school day.

25. Computers may not be used to make sound recordings or digital images without the consent of all those being recorded.  

26. Because of copyright laws, installation of peer to peer file sharing programs is strictly forbidden.  Using iTunes or similar programs to share music is also forbidden.  If a student has any questions about what constitutes a copyright violation, he/she should contact a PHS staff member.

27. A student may not download additional software.

28. Students are not allowed to listen to music during the school day unless given permission by their classroom teacher.

29. Files stored within the school computer systems should be limited to those relating to formal school courses and activities.  Games, commercial software, or graphic files can not be stored on school servers.

30. Students may access only those files that belong to them.  

31. Deliberate attempts to degrade the network or to disrupt system performance will result in disciplinary action.  The student’s airport shall always remain open.

32. School administrators reserve the right to remove student accounts on the network to prevent unauthorized activity.

33. Sound on laptop computers must be turned off at all times, except when begin used as a part of the class.

34. The laptop is not to be left in a vehicle, especially during extreme hot or cold temperatures.

35. Inappropriate screen savers or inappropriate pictures on your computer will not be allowed at anytime.

36. Students are responsible to have their computer and adapter at school each day fully charged.  

37. Cleaning the computer is to be done with a soft cloth.  Do not spray anything directly on the computer.

38. When storing computers in their cars, school lockers, or phys. ed./athletic lockers, students should ensure these are locked at all times.  If a computer is stolen from a locker, and no lock was used to secure the computer in the locker, the student is responsible for replacing the cost of the computer at 100%.

39. Students should comply with trademark and copyright laws and all license agreements.  If a student is unsure, read the copyright information at the school website or ask a teacher.

40. Students shall not damage anyone’s laptop computer.

41. Students shall not erase, change, rename, or make unusable anyone’s computer files, programs, or disks.

42. Students shall not use or try to discover another student’s password or another student’s e-mail password or other files.

43. Students shall not use a computer for unlawful purposes, such as illegal copying or installation of software.

44. Students shall not allow other persons to use their name, logIn, password, or files for any reason unless specifically directed by a teacher.

45. Students shall not deliberately use the computer to annoy or harass others with language, images, innuendoes, or threats.  The user shall not deliberately access or create any obscene or objectionable information, language, or images.

CONSEQUENCES FOR INAPPROPRIATE/IRRESPONSIBLE LAPTOP COMPUTER USE
The following offenses will result in written detentions:


a. Unattended laptop computers.


b. Failure to bring your laptop computer to school.


c. Playing games on your laptop computer.


d. Unauthorized music during the school day.


***3 written detentions in any 9 week term results in a 1 day in-school suspension.  5 
written detentions in any 9 week term results in a 1 day out of school suspension.

The following offenses will result in written detention, suspension of computer privileges, suspension from school, and/or expulsion from school:


a. Inappropriate music.


b. Inappropriate e-mail.


c. Abuse of laptop computer.


d. Unneeded or inappropriate printing.


e. Inappropriate desktop pictures.


f. Use of the computer to harass, threaten, or bully anyone.


g. Any violation of the student code of conduct or computer use rules and regulations as 
detailed within this handbook. 

